**Aspiring Cyber Security Analyst**

**Introduction**

I am Bivek Sah, a highly motivated individual driven by the challenge of protecting digital assets. Equipped with the Google Cybersecurity Certificate, I am currently pursuing a Bachelor of Information Technology with a focus on network security and data privacy. My passion lies in upholding ethical practices in the ever-changing field of cybersecurity. My strengths include problem-solving, analytical thinking, and a commitment to continuous learning.

**Skills and Strengths**

**Technical Skills:**

* **Cybersecurity Knowledge:** Strong understanding of key security concepts, including network security, security practices, and threat identification.
* **Programming Languages:** Proficient in Python, HTML, CSS, JavaScript, and C#.
* **Network Security Fundamentals:** In-depth knowledge of network security principles and best practices.
* **Operating Systems:** Skilled in working with both Windows and Linux environments.

**Soft Skills:**

* Problem-solving and analytical thinking.
* Effective communication and teamwork.
* Quick learner with a dedication to continuous improvement.

**Project Highlights**

*(Replace with details of your personal projects related to cybersecurity. Did you build any security tools or scripts? Did you participate in online CTF competitions?)*

**Learning and Growth**

**Google Cybersecurity Certificate:**

This certification provided me with a solid foundation in cybersecurity fundamentals, including the CIA triad (Confidentiality, Integrity, Availability). Understanding this framework allows me to approach security challenges holistically, considering all aspects of data protection.

**Ongoing Education:**

Through my bachelor’s degree, I'm further deepening my knowledge in network security and data privacy. I'm particularly interested in **courses like Security Incident and Event Management (SIEM), Incident Response, and Vulnerability Management**. These courses provide in-depth understanding of security tools and methodologies used to detect, analyse, and respond to security incidents. This aligns with my goal of becoming a security operations centre (SOC) analyst.

**Additional Information**

* Possess a strong work ethic and a commitment to continuous learning.
* Eager to learn new technologies and stay updated on the latest cybersecurity trends.
* Passionate about contributing to a team environment and collaborating with others to achieve security goals.